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timesheets must clearly identify total hours and the hours spent on court security funded by 

this grant. Requests can include only the actual time worked providing security at a state 

court facility or probation office. 

3. Non-personnel expenses must include backup that consists of the applicable invoices,

receipts, payment applications, and/or other documents itemizing payment details.

4. The State Court Administrator reserves the right to require additional supporting

documentation prior to disbursement.

4-2 Grant Recipient Obligations

A. The county is responsible for preparing and submitting all programmatic reports, financial

reports, and payment requests required by the State Court Administrator, including additional

supporting documentation.

B. The county is responsible for all costs incurred in excess of the grant award that are associated

with the grant.

C. Once a county has been awarded a grant, the county shall use the grant funds as designated and

described in the grant application and contract.

D. The county shall immediately notify the State Court Administrator in writing if the county

becomes aware that the grant funds awarded will exceed total project costs.

4-3 Project Review and Compliance

A. The purpose of the compliance review process is to determine if the county is using grant funds

as specified in the grant award and in accordance with generally accepted accounting principles.

B. Depending on the timeframe established in the grant contract or upon request by the State

Court Administrator, the grant recipient shall submit a narrative report to the State Court

Administrator detailing specifically how funds have been used.

4-4 Denial or Termination of Funding

A. The State Court Administrator and the Commission may, in whole or in part, deny or terminate

funding for, or impose another sanction on, a Recipient for any of the following reasons:

1. Failure to comply substantially with the requirements and objectives of the Court Security

Cash Fund, Rules issued thereunder, or other provisions of federal, state, or local law.

2. Failure to adhere to the requirements, standard conditions, or special conditions of the

State Court Administrator or the Commission.

3. Failure to adhere to the requirements or guidelines of the grant contract.

4. Submitting a request for payment for goods or services not included in the scope of the

original application and the purpose of the Fund.

5. Proposing or implementing substantial project changes to the extent that, if originally

submitted, the application would not have been approved for funding.

6. Failure to submit documents as required by these Rules and the grant contract.

7. Filing a false certification or request for payment in the application or other report or

document.

8. Other good cause shown.
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implementing a remediation plan that is approved by the Transferring Agency at no additional cost 

to the Transferring Agency. The Transferring Agency may adjust or direct modifications to this 
plan in its sole discretion, and Recipient shall make all modifications as directed by the Transferring 
Agency. If Recipient cannot produce its analysis and plan within the allotted time, the Transferring 

Agency, in its sole discretion, may perform such analysis and produce a remediation plan, and 

Recipient shall reimburse the Transferring Agency for the actual costs thereof. The Transferring 
Agency may, in its sole discretion and at Recipient's sole expense, require Recipient to engage the 
services of an independent, qualified, Transferring Agency-approved third party to conduct a 

security audit. Recipient shall provide the Transferring Agency with the results of such audit and 
evidence of Recipient's planned remediation in response to any negative findings. 

b) Data Breach Report. If Transferring Agency reasonably detennines that a Data Breach has

occurred, then Transferring Agency may request that Recipient submit a written report, and any
supporting documentation, identifying (i) the nature of the Data Breach including the dates of the

Data Breach, when Recipient discovered the Data Breach, and number of impacted individuals, (ii)

the steps Recipient has executed to investigate the Data Breach, (iii) what Data or PU was used or
disclosed, (iv) who or what was the cause of the Data Breach, (v) what Recipient has done or shall

do to remediate any deleterious effect of the Data Breach, and (vi) what corrective action Recipient
has taken or shall take to prevent a future Incident or Data Breach. Recipient shall deliver the report

within seven (7) calendar days of Transferring Agency's request of the report. If the Recipient
learns of more information necessary for understanding the nature of the Data Breach, risk to the

Data, remediation efforts, or notification requirements after submitting the report, Recipient shall
update Transferring Agency without delay.

c) Effect of Data Breach. Transferring Agency may terminate this Agreement immediately, at its

sole discretion, upon the occurrence of a Data Breach. In addition, Transferring Agency may restrict
Recipient's access to the Data and require Recipient to suspend all work involving the Data,
pending the investigation and successful resolution of any Data Breach.

d) Liability for Data Breach. Without limiting any other remedies Transferring Agency may have
under law or equity, Recipient shall reimburse Transferring Agency in full for all costs, including

but not limited to, payment of legal fees, audit costs, fines, and other imposed fees arising out of or
relating to a Data Breach that Transferring Agency actually incurs. All responsibilities of Recipient

under this Section 6 shall be completed by Recipient at Recipient's sole cost, without any right of
reimbursement, set-off, payment, or remuneration of any kind from Transferring Agency.

6. Term and Termination.

a) Termination on Notice. Transferring Agency shall have the right to tenninate this Agreement

upon written notice to Recipient. Upon such termination, all access to, use of, and further receipt
of the Data shall be deemed tenninated.

7. Liability. Recipient shall be responsible for, and shall ensure that its contractors shall be responsible

for, storing, maintaining, accessing, and disclosing any Data received under this Agreement in
compliance with all applicable laws and regulations and provisions of this Agreement. Each Party to
this Agreement shall be responsible for its failure to store, maintain, access, or disclose Data in violation

of any applicable laws, regulations, or the provisions of this Agreement, and shall be liable for the
failure of its contractors to store, maintain, access, or disclose Information in violation of any applicable
laws, regulations, or provisions of this Agreement.

5 










































































































































































































































































































































































	1642_001.pdf
	1642_042.pdf
	1642_076.pdf
	1642_108.pdf
	1642_138.pdf
	1643_001.pdf
	1643_039.pdf
	1643_078.pdf
	1643_113.pdf



